HSBC WARNS AGAINST PHISHING SMS

The Hongkong and Shanghai Banking Corporation Limited would like to alert its customers to a phishing SMS purported to be sent by HSBC. The phishing SMS suggests that recipients should click a link to activate their account.

HSBC would like to remind its customers that it has no connection with the phishing SMS involved. To our knowledge, the hyperlink in the SMS is no longer valid.

Below is the screen capture of the phishing SMS:

Phishing SMS

If customers are concerned, they should call the HSBC Personal Customer service hotline at 2233 3000 or report to the Police.

Note to editors:

The Hongkong and Shanghai Banking Corporation Limited
The Hongkong and Shanghai Banking Corporation Limited is the founding member of the HSBC Group. HSBC serves customers worldwide from offices in 64 countries and territories in our geographical regions: Europe, Asia, North America, Latin America, and Middle East and North Africa. With assets of USD$2,715bn at 31 December 2019, HSBC is one of the world’s largest banking and financial services organisations.